
Capture Details:

Created using: PageRecon v1.0.0.0

Created by: Foxton Forensics

Capture ID: E38F544664D34840B59A0746CC43BFB9

URL: https://www.apple.com/

Web page loaded: 2023-02-20 15:21:47, UTC (Internet Time Server)
2023-02-20 15:21:50, UTC (Local machine)

Capture started: 2023-02-20 15:24:06, UTC (Internet Time Server)
2023-02-20 15:24:09, UTC (Local machine)

Capture complete: 2023-02-20 15:24:17, UTC (Internet Time Server)
2023-02-20 15:24:21, UTC (Local machine)

Browser: "Mozilla/5.0 (Windows NT 10.0; Win64; x64) AppleWebKit/537.36 (KHTML,
like Gecko) Chrome/110.0.0.0 Safari/537.36 Edg/110.0.1587.49"

Capture Files:

Page.mhtml
Archive of web page in MHTML format.
File size: 6389714 bytes
SHA256: 56C65033F06833E9FC52EFA4097737FDBE2D54983289D41677C25A3B31A538E3

Resources.csv
CSV containing details of resources requested by the web page.
File size: 705536 bytes
SHA256: 8F30F2FFC2E846F2D781A9C5849100480A6B03BD17D0063AFE06A11167927398

Resources.zip
Zip file containing the response body of each resource requested by the web page. Each response
is stored in a separate file named with the Request ID from the Resources.csv file.
File size: 5053349 bytes
SHA256: E3B4D8901AD0E32FE2B755FF466E2167F8F63D5FD346920DC92006B932FE56E6

Screenshots.zip
Zip file containing each screenshot taken.
File size: 3498620 bytes
SHA256: CA23310F418B53D6AC262C4DFC909037498750A48A772718DF08371C94E3E073

Report Hash.txt
Contains a custom hash of Report.pdf (this file). Can be used to verify the report at
https://www.foxtonforensics.com/pagerecon/check-hash.








